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 長期休暇の時期は「システム担当者が長期間不在になる」等、普段とは異なる状況にな

るため、ウイルス感染や不正アクセス等の被害が発生した場合に対処が遅れてしまう
可能性が高くなります。
利用者の方々にありましては、被害の発生防止に備え、年末年始の前後に以下のチェック
項目を確認しましょう。
また、昨年末は複数分野においてDDoS攻撃が発生しております。システム管理者の方に
ありましては、裏面の【DDoS攻撃対策のお願い】をご確認いただき、同攻撃への備えを再確
認いただくよう推奨いたします。

長 期 休 暇 前 後 の チ ェ ッ ク 項 目

困ったら、担当者に報告、連絡、相談しましょう！

使用しない機器の電源OFF
使用しないパソコン等の機器は電源をOFFにしましょう。

データの整理（不要データの削除、必要データのバックアップ）
ウイルス感染や紛失、盗難等によって情報漏洩等の被害が発生しないよ
うにしましょう。

持出ルールの確認・遵守
パソコン等の機器やデータを持ち出す場合、ルールを確認しましょう。年

末
に
確
認

不審メールへの対応
休暇中はもちろん、特に休暇明けの溜まったメール開封には注意しましょう。

各種アップデートの実施
最新の修正プログラムを適用し、脆弱性等の改善を行いましょう。

年
始
に
確
認

持ち出し機器のウイルスチェック
組織内で使用する前に必ず確認しましょう。
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