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飯塚警察署
℡０９４８－２１－０１１０

飯塚警察署の

ホームページ

みまもっちアプリ

好評配信中

○フィッシングメールの特徴を知ろう！！

・宅配業者、金融機関、クレジットカード会社等の実在する企業を装った

メールが送られてくる

・金融機関の口座番号、クレジットカード番号、暗証番号、個人住所、ＩＤ・

パスワードの入力を求めてくる

○フィッシングメールの被害防止を徹底しよう！！

・メールやＳＭＳのリンクを開かない

・公式サイトやアプリを確認する

・ＩＤ・パスワード等の個人情報を安易に入力しない

もしも被害に遭ってしまったら・・・
○クレジットカード番号等を入力してしまった場合は、カード会社に即連絡

○ＩＤ・パスワード等を入力してしまった場合は、利用しているサービスを

変更

○サイト情報や相手とのやり取りの内容等を保存する

サイバー犯罪に遭わないために

・夕暮れから夜間に高齢歩行者の交通死亡事

故が増加傾向

・全事故に占める高齢者関連事故の割合は３割

超え！

・夕暮れや夜間の時間帯は、『明るい服装』や

『反射材』を着用して、ドライバーから目立つよう

にしましょう。

サイバー犯罪は、地域や年齢、性別を問わず発生しています。

身近なサイバー犯罪を紹介しますので、各人で防犯に努めましょう。

・フィッシング詐欺 ・・・ 実在する企業等を装った偽のメール等を送り、

その企業等を模した偽サイト等に誘導して、

当該サイトでクレジットカード番号等を不正に

入手する行為

・偽サイト ・・・ 正規の企業等のホームページを模して作成された

サイト

・詐欺サイト ・・・ 商品を注文して代金を支払っても商品が届かない

など、実際に詐欺被害が発生したサイト

高齢者の交通事故防止


